
Implantation de la solution de gestion 
de parc informatique 

Ce document décrit les étapes de mise en place de la solution de gestion de parc 

informatique choisie (GLPI), en réponse aux exigences définies par la DSI. Chaque point est 

documenté de manière à permettre l’ajout ultérieur de captures d’écran correspondant aux 

actions effectuées. 

1. Mise en place de la solution et test des exigences de la DSI 

1. Gestion de parc, licences et incidents 

FusionInventory n'étant plus compatible avec la dernière version de GLPI, j'ai opté pour une 

intégration avec Zabbix afin d'assurer l'inventaire automatisé du parc.  



2. Anticipation des rachats de matériel 

L’inventaire permet d’ajouter des champs personnalisés et des règles d’alerte afin 

d’anticiper les fins de vie ou les remplacements. 

Je décide donc de recevoir un rapport hebdomadaire de mon parc informatique pour suivre 

ces informations. 

Pour cela, je commence par configurer le “Type de média” afin de recevoir le rapport par e-

mail. 

 

Je teste l’envoi de rapport:  

 



L’envoie du Rapport test a fonctionné:  

 

Le rapport est actif et enverra un e-mail d’alerte si l’utilisation du CPU est trop élevée, si le 

nom du système a changé, si la mémoire dépasse 80 % d’utilisation, etc. 

3. Authentification via annuaire LDAP 

La connexion est configurée pour permettre l’authentification SSO via LDAP. Les utilisateurs 

accèdent au helpdesk sans nouvelle identification. 

 

Voici les informations : j’ai créé un utilisateur “GLPI-LDAP” dédié à GLPI. Je n’ai pas créé 

d’OU, sinon j’aurais dû remplacer le “CN” par “OU” dans la BaseDN. 



 

 

Les utilisateurs remontent bien. 

 

 

Dans la partie “Source de connexion”, j’ai bien la possibilité de me connecter avec un compte 

du domaine. 

 



4. Priorisation des demandes 

Un système de priorité est défini dans les règles métier pour classifier automatiquement les 

tickets selon leur nature et urgence. 

Pour commencer, il faut créer une catégorie. Dans mon cas ce sera “Imprimante”. 

 

J’ai crée une règle “Urgence Imprimante” ou est ce que j’ai ajouté un critères qui explique 

que tout tout ticket qui contient la catégorie Imprimante. 

 

Aura comme priorité “Très haute”.  



 

On peut voir ici que la priorité est bien en très haute avec la categories Imprimante. 

 

5. Affectation à une personne précise 

Les tickets sont attribués automatiquement selon des règles. 

 

 

J’ai crée une règle que j’ai appelé “Affectation_auto”.  

 

Avec ces critères  

 

 

 

 

 

 

 

 



Et cette action.  

 

 

 

 

Après que l’utilisateur soumet une demande, le ticket est affecté directement a l’utilisateur 

Admin “KD”.  

 

Comme le montre ce screenshot, les 3 tickets sont attribués à KD de manière automatique. 

 

6. Clôture réservée au responsable 

Les profils et droits sont paramétrés pour que seul le responsable puisse clore un ticket. 

 

Pour ce faire, je vais crée un Profil “Responsible IT” : 



 

J’applique au profil, le droit de cloturer les tickets.  

 

J’applique le profil a mon utilisateur KD  

 



L’utilisateur a bien l’autorisation de cloturer le ticket:  

 

 

 

 

7. Notifications automatisées par mail 

Les modèles de notification sont définis dans GLPI. Il permet a l’administrateur d’être 

notifier qu’un ticket a été crée sans ce rendre sur GLPI. Pratique !  

Il permet également de notifier l’utilisateur. 

Étapes réalisées : 

1. Je suis allé dans Configuration > Notifications. 

2. J’ai ajouté l’adresse e-mail de l’administrateur : adglpi6@gmail.com. (pour le mot de 

passe, il faut crée un mot de passe d’application pour GMAIL).  

3. J’ai ajouté une seconde adresse e-mail pour un utilisateur client : 

clientglpi54@gmail.com. 

4. J’ai configuré le serveur SMTP de Gmail : 

mailto:adglpi6@gmail.com


o Serveur : smtp.gmail.com. 

o Port : 465 (SSL) ou 587 (TLS). 

o Authentification avec les identifiants de l’administrateur. 

 

 

  

Nous pouvons constater que j’ai bien reçu le mail de test et le nouveau ticket de Martin ! 

 

(l’adresse mail s’ajoute automatiquement grâce à l’annuaire LDAP si l’adresse mail est déjà 

configurer)   



 

8. Base de connaissances alimentée 

Chaque ticket clos peut être converti en article de la base de connaissances intégrée dans 

GLPI. 

 

 

Il est possible de crée une base de connaissance en allant dans Outil -> base de 

connaissance. Je crée la base de connaissance et la rend publique.  

 

 

Nous pouvons voir que lors de la connexion au GLPI pour Martin, un sujet apparait.  



 

L’utilisateur peut maintenant avoir accés à la base de connaissance. Tout comme les techs 

qui eux peuvent avoir une base de connaissance technique qui va leurs permettre de 

résoudre des problemes rapidement car si un problème apparrait et qu’un autre utilisateur 

a déjà eu le problème, le tech peut s’aide de cette base.  

9. Statistiques et rapports 

Pour ce faire, je crée une règle dans Tickets -> Assistance :  

 

 

 

 

 



J’enregiste cette règle en l’ajoutant au favoris :  

 

 

 

 

En appliquant le favoris, je peux avoir un rapport d’un mois (selon votre choix) des tickets 

clos par l’admin KD :  

 

 

2. Intégration réseau 
Le serveur hébergeant GLPI est configuré pour appartenir au VLAN dédié aux serveurs. Son 

adresse IP est fixe et les règles de pare-feu permettent l’accès aux utilisateurs authentifiés 

uniquement. 



 

 

3. Personnes habilitées à prendre en charge les demandes 
Voici la liste des personnes ayant le rôle de technicien ou de gestionnaire de tickets dans 

GLPI : 

- KD – Technicien 

- KD – Responsable informatique 

- KD – Gestionnaire support 

4. Mode opératoire pour les utilisateurs 
Ce mode opératoire explique comment un utilisateur peut créer, suivre et consulter une 

demande. 

1. Connexion à l’interface GLPI avec les identifiants réseau. 

 

 

 

 

 

 

 

 

 



2. Aller dans le menu Assistance > Créer un ticket. 

 

 

3. Envoyer la demande. 

 

4. Suivre l’évolution via l’espace personnel (tickets). 

 

 

 

 

 

 

 

 

 

 

 

 



6. Consulter les réponses du support et notifications reçues par mail. 

 

  



5. Statistiques des demandes 
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