Procédure de Gestion des Utilisateurs
dans Active Directory

BTS SIO - Option SISR

1. Création d’un Nouvel Utilisateur

1. Connectez-vous au serveur Active Directory.
2. Lancez I'outil Active Directory Users and Computers (ADUC) en exécutant la commande

'dsa.msc'.

i Exécuter x

—_ Entrez le nom d'un programme, dossier, document ou ressource Intemet, et
L= Windows I'ouvrira pour vous.

Owrir: | dsamisc w

Annuler Parcourir...

3. Accédez a I'Unité Organisationnelle (OU) souhaitée.
4. Effectuez un clic droit > Nouveau > Utilisateur (New > User).

Nouvel objet - Utilisateur X
?) Créerdans . PFSilocal/Commercial

Prnem ' itales |

Nom
Nom complet
Nom d'cuverure de session de |'utiisateur :
@PFSllocal v

Nom d'cuvedure de session de |'utiisatewr (antéreur 3 Windows 2000)
PFSI\



5. Renseignez les champs requis :
- Prénom, Nom
- Nom d’utilisateur (username)
- Adresse e-mail (optionnel)
- Mot de passe temporaire

Propriétés de : commercial ? X
Envionnemert  Sessions  ContrSle & detance  Profi des services Bureau 3 dstance COMe
Général Adresse Compte Profil  Téléphones Organisation Membrede  Appel entrant

Nom d'ouverture de session de l'utiisateur :
fpommercial | @PFStlocal ~
Nom d'ouvertiure de session de |'utisateur (anténeur 3 Windows 2000)
PFSI\ | |commercal
Horares d'accés ' Se connectera. .
[[] Dévemoutier le comote
Options de compte :
[ L'utilsateur devra changer le mot de passe ”
[JL'itiisateur ne peut pas changer de mot de passe
[] Le mot de passe n ‘axpire jamais
[ Envegistrer le mot de passe en Wilisant un chiffrement réversible v
Date d'expration du compte
®) Jamals '
OFinde . }AA'CH_‘{CJ 20 uin 2025
Avnder | Aol Ade

6. Cliquez sur Suivant, puis Terminer pour valider la création.

2. Attribution des Groupes et Permissions

1. Ouvrez les propriétés du compte utilisateur dans ADUC.

2. Allez dans I'onglet "Member Of".

3. Cliquez sur Ajouter pour inclure l'utilisateur dans les groupes nécessaires :
- Utilisateurs du domaine
- Groupe IT, RH, Logistique, etc. selon son service



1 Buntin DUNTInLormam

I| Proprigtés de: Alice Martin 7 X
1
1| Envimnnemert Sessions Contrdls & distance  Profi das services Bureau 3 digtance  COM+
1| Générdl Adresse Compie Profi  Téléphones Organisation Membrede  Appel entrant
{ Membre de :
1
| Mom Dagsiar Services de domaine Active Directory
y .1.1 iz PFSllocal
G_tout_les_uifateurs PFSllocal
g Lkilisateurs du domaine PF5llocal /Users
h
L
W€ >
b
1 Ajouter... _ Supprmer
b
Groupe pincpal @ LRilisateurs du domaine
D roupe prnc I m'est pas utie de modfier le groupe principal, sauf & vous
rleg e dspozez de clients Macintash ou d'apolications compatibles
POSIX.

[ ok ]| Annuder Appliquer hide

4. Validez avec Appliquer > OK.

3. Configuration du Profil et des Acces

1. Si besoin, créez un répertoire personnel sur le serveur :
\\serveur\Users\NomUtilisateur

> CePC » SHARE(E) » partages > utilisateurs >

~

Nom Moddié le Type
le
2 Alice Martin 17/04/2025 10:42 Dossier de fichiers
Claire Dubois 17/04/72025 18:18 Dossier de fichiers
ement: & & XU N =
I o . Julien Lefevre 17/0472025 10:43 Dossier de fichiess
s of Marc Durand 18/04/2025 09:15 Dossier de fichiers
* Paul Morel 17/04/2025 10:43 Dossier de fichiers
Sophie Bernard 17/04/2025 1043 Dossier de fichiers

Taille



4. Désactivation ou Suppression d’un Utilisateur

1. Dans ADUC, localisez le compte a modifier.
2. Pour une désactivation temporaire : clic droit > Disable Account.

3. Pour une suppression définitive : clic droit > Delete > confirmer.
| = VIS Lomeneur UTTIUIT COMTaINer 707 Up..

Flicvocn e [
E; Claire Dubois Ajouter 3 un groupe...

i G_delegues_syndicaux
i& G_service_admumnistratif
| B, G_service_commercial

Désactiver le compte

Réinitialiser le mot de passe...

i EEG_semce_lognanue Déplacer...
|6 _service_rh Ouvrir |2 page de démarrage
| B G_tout_les_utilisateurs Envoyer un message
Sluhen Lefevre
| & Marc Durand Toutes les tiches >
5 Paul Morel| Couper
| S Sophie Bernard Suintimer
Renommer
Propriétés
Aide

5. Suivi et Maintenance

1. Réalisez un audit régulier des comptes actifs et inactifs.
2. Tenez a jour un tableau de suivi des utilisateurs et de leurs groupes.
3. Appliquez les bonnes pratiques de sécurité :

- Changement régulier des mots de passe

- Expiration des comptes inactifs

- Journalisation des connexions
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